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1  General

„364x R3“ or „364x R3 Peoria“ stands for a new software load for the Avaya 3641/3645 WiFi telephones. The major new features of this software load are:

· WMM (standards based QoS, which can make SVP/AVPP optional), 

· 802.1X (supported methods PEAPv0/MSCHAPv2 and EAP-FAST), 

· CCXv4, 

· Call Logging, 

· Support of CM Directory, 

· Emergency Button (on 3645), 

· OAI graphical.

See Avaya IP Wireless Telephone 3641 and 3645 - Fact Sheet for a marketing overview.

Question: Enterprise (CM) or IOC (IP Office) supported?

Answer: 364x R3 can be used only on the CM. Phones for use at the IPO must be downgraded to the latest IPO approved version (currently 117.02x).

Question: Are there dependencies from CM versions?

Answer: In general 364x R3 is independant from CM versions. The product house has validated major loads back to CM3.1. Only these versions are officially supported.

The new feature „incoming and missed call log“ is only available, if the phone is registered to CM version 5.2.1 and later. On this CM the administrator must change the administered station type from „4612“ to „4612CL“.  

Several technical presentation slide decks and the recordings of a Knowledge Transfer session on October 28, 2009, exist. They are available on the Partner Sales Forums - Enterprise Portal with date Nov. 16 / Nov. 18, 2009 (region NAR and EMEA).

2 Software

„364x R3“ starts with version number 117.052.

Question: How does software upgrade for the telephones work?

Answer: Works as usual, over the air via TFTP server or locally via HAT tool. 364x R3 consists of 5 binaries instead of 4 earlier. It is important, that always all binaries are upgraded, according to slnk_cfg.cfg. The phone will retain the old settings and configuration after the upgrade.

A new version of the HAT tool is required, starting with version 2.8.13.0.

A new version of the OAI software is required for „OAI graphical”, starting with 82.020.

In case QoS=SVP shall be used, there are no dependencies between handset software 364x R3 and the AVPP software, but the latest AVPP version 17x.037 is recommended.

All software downloads (telephone, HAT, OAI, AVPP) can be found on Avaya Support - IP Wireless Telephone Solutions - Downloads 

3 User Guide

The user guide 21-601633_2 exists in 5 languages (English, German, French, Spanish, Italian) and 2 formats (online PDF and printable PDF). The online user guides are available on Avaya Support - IP Wireless Telephone Solutions - User Guides, with date Nov. 5, 2009.

Avaya does not ship the user guide on a CD neither as a printed booklet. If the printable PDFs are required, please contact R&D, AGS or Product Management.

4 Administration and Configuration

The administration guide 21601637_04 describes the administration of the AVPP and of the phone, the usage of the HAT tool and several attachments (regulatory domains, error codes, etc.) The document exists in English. It is available on Avaya Support - IP Wireless Telephone Solutions - Configuration, with date Nov. 5, 2009.

Question: Migration strategy from SVP to WMM?

Answer: It is not recommended to operate QoS=SVP and QoS=WMM on the same WLAN radio (partial migration), because the two QoS methods do not synchronize their bandwidth and therefore oversubscription of APs is likely.

Detailed migration scenarios are described in the training materials. The manufacturer Polycom has provided a migration guide, which is linked here:
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Question: Is there any impact or requirement on other LAN components?

Answer: 

1) A RADIUS server is required, if WPA2-Enterprise is used. See administration guide 21601637_04 for server examples and supported authentication methods.

2) Migration from AVPP to WMM may require changes in firewall configurations, as call signaling and audio streams change after migration to WMM. Basically all H.225 call signaling and RTP audio streams previously terminated at the AVPP are terminated at the phones after migrating to WMM. So in case a firewall previously allowed this traffic for the AVPP only, it has to be changed to allow this traffic for all phones. See attached document for used ports in AVPP and WMM configurations:


[image: image3.emf]364x R3 TCP_UDP  Port Utilization 06152009.doc


The configuration guides for the WLAN access points are provided by Polycom. For the latest updates please always check VIEW Certified - Support - Polycom.

Copies will also  exist on Avaya Support - IP Wireless Telephone Solutions - Configuration.

Question: Which WLAN Access Point vendors/versions are certified?

Answer: Polycom´s VIEW certification program is valid, see VIEW Certified - Support - Polycom. In 2009 only 3 vendors are certified for WMM (Cisco, Aruba and Trapeze). This list will be extended in the future. It is important to use the exact AP software versions. The certifications for SVP are numerous, as before.

For an overview see VIEW_Certified_Products_Guide.pdf.
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364x R3
 and AVPP IP Protocol and Port Usage Detail 

Using AVPP


Summary


This document is intended to summarize the TCP/UDP port utilization associated with the 364x R3 wireless handsets and the AVVP server.  At this time, some of the information is in process of being certified for accuracy, but should be used as a starting point for port configuration needs. 
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Using Standards Based QoS
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� Term „Malta“ has been changed to „364x R3“ by Klaus Fleck, July 27, 2009
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